

The Robin Montessori
 Data Protection Policy
1. Purpose of the Policy
The Robin Montessori  is committed to protecting the personal data of its pupils, parents, staff, and all other stakeholders. This policy sets out how The Robin Montessori collects, stores, processes, and shares personal information to ensure compliance with data protection laws and best practices.
2. Scope
This policy applies to:
· All staff, governors, contractors, and volunteers handling personal data on behalf of the nursery.
· All personal data processed by the nursery, in both electronic and paper formats.
3. Legal Framework
This policy meets the requirements of:
· The UK General Data Protection Regulation (UK GDPR)
· The Data Protection Act 2018
· Other relevant privacy and safeguarding regulations
4. Definitions
· Personal Data: Any information that can identify a living individual (e.g., name, address, date of birth).
· Special Category Data: Sensitive data requiring additional protection (e.g., health records, ethnicity).
· Processing: Any action performed on personal data, including collection, storage, use, and disposal.
· Data Subject: The individual whose personal data is being processed.
5. Data Protection Principles
The Robin Montessori will ensure that personal data is:
1. Processed lawfully, fairly, and transparently.
2. Collected for specific, explicit, and legitimate purposes.
3. Adequate, relevant, and limited to what is necessary.
4. Accurate and kept up to date.
5. Stored only as long as necessary.
6. Secured against unauthorized or unlawful processing, loss, or damage.
7. Roles and Responsibilities


· Agnese Mugnai and Elisa Fernandez Romero: Overall responsibility for data protection compliance.
· Data Protection Officer (DPO):  Agnese Mugnai  oversees implementation of this policy, handles data subject requests, and liaises with the ICO.
· All Staff: Must follow this policy, complete data protection training, and report any data breaches promptly.
7. How We Use Personal Data
The Robin Montessori processes personal data to:
· Deliver high-quality education and pastoral care.
· Meet statutory obligations (e.g., safeguarding, reporting to local authorities).
· Communicate effectively with parents and guardians.
· Manage admissions, staff employment, and school operations.
8. Lawful Bases for Processing
We process personal data under one or more lawful bases, such as:
· Consent (e.g., for school trip photographs).
· Contractual obligation (e.g., employment contracts).
· Legal obligation (e.g., safeguarding reporting).
· Vital interests (e.g., emergency medical care).
· Legitimate interests (e.g., school security).
9. Data Sharing
We may share personal data with:
· Local authorities, regulatory bodies, or safeguarding partners.
· Ofsted, educational software providers, and other service providers.
· Emergency services where necessary.

We will ensure that all third parties protect data securely and comply with data protection laws.
10. Data Retention
Personal data will be retained only as long as necessary for the purpose for which it was collected. 
· Pupil records (admissions, attendance, SEN files): Until the pupil reaches 25th birthday.
· Safeguarding / child protection files:  25 years from date of birth (Keeping Children Safe in Education guidance).
· Accident reports involving children: Until the child reaches 21 years + 3 months.

· Staff personnel files: 6 years after employment ends (Limitation Act – employment claims)
· Recruitment records (unsuccessful applicants): 6–12 months after recruitment closes (unless longer needed for disputes)
11. Data Security
We use appropriate technical and organisational measures to protect personal data, including:
· Password-protected systems and encryption. (My Montessori Child)
· Secure storage for paper files.
· Regular staff training on data security.
12. Data Subject Rights
Individuals have the right to:
· Access their personal data.
· Request correction of inaccurate data.
· Request deletion (where applicable).
· Object to processing or request restriction.
· Withdraw consent at any time (where consent is the legal basis).
Requests should be directed to the School’s DPO at info@therobinmontessori.com
13. Data Breaches
Any actual or suspected data breach must be reported immediately to the DPO. Serious breaches will be reported to the Information Commissioner’s Office (ICO) within 72 hours where legally required.
14. Policy Review
This policy will be reviewed annually or sooner if significant changes occur in law, guidance, or practices.
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